
 
 
Academy of Marketing Studies Journal                                                                                                            Volume 26, Issue 6, 2022 

 

                                                                                                   1                                                                     1528-2678-26-6-273 

Citation Information Kiran, P., Mohite, S.H., Nair, D.P., Chaudhary, N., Bala, K., & Meghrajani, I. (2022) Data privacy issues 
affecting the consumer behavior. Academy of Marketing Studies Journal, 26(6), 1-6. 

 

DATA PRIVACY ISSUES AFFECTING THE CONSUMER 

BEHAVIOR 

Prabha Kiran, Westminster International University 

Sagar H. Mohite, MGM University 

Deepa Nair, Bharati Vidyapeeth (Deemed to be University) 

Niyati Chaudhary, Delhi Institute of Management Studies 

Kiran Bala, Department of Commerce, DSE, Delhi University  

Indra Meghrajani, Narayana Business School 

ABSTRACT 

In this research paper, the authors are talking about data privacy issues affecting 

consumer behavior. The usage of the internet saves customers’ time, but data privacy issues are 

bothering the customers. A comprehensive literature review was performed, and online 

interviews have been conducted for research.   
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INTRODUCTION 

To predict consumer behavior nowadays is not an easy task. The behavior of consumers 

varies from situation to situation. Many researchers have explained consumer behavior according 

to their approach. In the words of Faison (1977), consumer behavior is “The assumption that 

people have series of needs which lead to drive state.” Schiffman (2012) explained consumer 

behavior as “the behavior that consumers display in searching for, purchasing, using, evaluating, 

and disposing of products and services that they expect will satisfy their needs.” Several authors 

defined consumer behavior in their way. Some described it in terms of needs, then acts and 

individuals, etc. In the world, where everything seems to be online now, data privacy issues 

among consumers have been increased. The internet has developed promptly in the last two 

decades. Due to this development, web users have a rapid increase leading to a high-speed 

internet connection (Mittal, 2013). For all the facilities internet provides, that leads to data 

available for that website. The effect of widespread data of consumers’ sometimes further 

increases undesired market communications and disruptions. Marketers use special effects to 

make their websites more attractive so that consumers’ may attract them, and they will be able to 

fetch better information (Kumar et al., 2020). One website is linked with another one, as many 

advertising agencies are there. Thus, consumer data helps these companies to make better 

products and services according to the needs and demands of consumers.  

In this research, the authors are discussing the key issues related to data privacy with the 

help of a literature review and further validating it with online interviews. In the present 

scenario, this is an emerging issue for the consumers, and the findings of this research will help 

the managers of business organizations in understanding the consumers’ concerns pertaining to 

data privacy. 
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LITERATURE REVIEW 

The major issue that consumer is facing these days is data privacy. Is their data private 

when they are surfing the internet? Various studies have explained numerous data privacy issues 

in their research works. Several researchers performed research on data privacy issues. There is 

theoretical as well as empirical research on data privacy (Martin et al., 2017; Girald et al., 2017; 

Barth and De Jong, 2017). Martin et al. (2017) argued about data privacy in marketing, while 

(Barth and DeJong 2017) worked on a systematic literature review specifically on the privacy 

paradox by analyzing thirty-two research papers. Acquisti et al. (2016) worked on the economics 

of privacy. They focused on the value of personal data and information an individual is 

disclosing and highlighted how the economic analysis of privacy evolved over time, as the 

development in information technology elevated the multifaceted issues. Researchers worked on 

various aspects of data privacy. Martin et al. (2016) performed a study on how data privacy has 

effects on customer and firm performance. Their research relates customer vulnerability to 

negative performance effects. Kokolakis (2015) also discussed the privacy paradox. He had 

reviewed various studies and found evidence about how attitudes and behavior vary of 

consumers concerning their data privacy. The usage of technology is also increasing in SMEs for 

sustainability and reducing cost (Kumar et al., 2018; Kumar et al., 2019). SMEs are also facing 

issues of data privacy (Kumar et al., 2021, Kumar et al., 2021). In the future, the education sector 

can also face this issue because due to COVID-19 (Kumar et al., 2021), the whole education 

sector is dependent on online conferences for imparting education (Kumar et al., 2020).  

Kehr et al. (2015) indicated the extension of the previous privacy calculus model in their 

research. They did an experimental study and collected samples from two countries, i.e., the 

USA and Switzerland. Results of their study have shown that privacy assessment is prejudiced 

by momentary affective states. Acquisti et al. (2015) examined the empirical research and drawn 

the relationship between different streams related to privacy behavior. They had also given 

observations regarding the role of public policy in safeguarding privacy. Spiekermann et al. 

(2015) discussed the challenges of personal data markets and privacy issues. They discussed 

various parameters of data issues like economic, social, ethical, and technical. Zhang et al. 

(2015) worked on the security of data and privacy issues from a healthcare perspective. They 

argued about the highly sensitive healthcare information and further provided countermeasures 

from a security and data protection point of view. Tucker (2014) examined how perceptions of 

internet users’ regarding control over their personal information affect their online advertising. 

Hall & McGraw (2014) analyzed the importance of privacy. They indicated that the success of 

telehealth could be stabilized if the privacy and security risks are being addressed properly. Data 

privacy has become a very critical issue, and many researchers are diverting their attention 

towards this area, in this technological environment, where every data of an individual is with 

the websites.  

Adjerid et al. (2013) observed insistent consumer privacy concerns to make the online 

privacy of consumers more “transparent.” Hong & Thong (2013) examined internet privacy 

concerns. They did an empirical study on 4000 internet users. Kambourakis (2013) worked on 

mobile learning how the threats of security and privacy have increased due to changes in 

technology. Their study attempted to provide a comprehensive view of challenges. Rubinstein 

(2013) worked on big data challenges. He showed the impact of big data on data protection. King 

& Raja (2012) argued about the consumers’ sensitive data to trivial security and privacy issues. 

They considered it a challenge for cloud computing industries to retain the data of consumers 

safely. They also threw light on the regulatory frameworks of Europe and the United States that 
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help in protecting the consumers’ data in the cloud. Goldfarb & Tucker (2011) examined how 

advertisers use an online customer database to meet their market demands. Their study has 

shown about consumers’ privacy apprehensions and how European Union influenced advertising 

effectiveness? They indicated that there is a loss in the effectiveness of websites when the EU 

has restricted the privacy regulations. Bélanger & Crossler (2011) done a critical analysis of the 

IS literature. Their literature review revealed that information privacy is a key and multilevel 

construct but hardly studied as such. Also, the sampling populations are more USA-centric as 

compared to others. This must be enhanced so that the findings of the study can be generalized. 

Park (2011) study explored the impact of dimensions of digital literacy on privacy-related online 

behaviors. They applied a hierarchical regression model on 419 adult internet users and found 

mixed results between knowledge and internet experiences. There are many studies which 

revealed about various kind of issues an individual is facing. Data privacy and security are the 

major considerations ethically as well as technically any company is taking care of. The 

government is also playing a critical role regarding the data security and privacy issues of 

consumers’. Smith et al. (2011) studied numerous privacy articles, books, and book sections and 

classified the available literature in two ways. First, they did an ethics-based analysis and 

secondly examined on their level like an individual, organizational, group, and societal. Zhou et 

al. (2010) highlighted security and privacy issues as an extant barrier for operators. 

Flavian & Guinalíu (2006) explored the effect of privacy and perceived security on the 

level of trust displayed by the consumer on the internet. They examined the main attributes of the 

constructs and found that the consumers’ loyalty to a particular website is related to the level of 

trust they have shown. Also, the trust in a specific website is closely associated with the data 

security perceived by an individual. This present era has come up with so many technological 

advancements that it requires information from every individual who is going through their 

website or surfing the internet. Providing all the details in the software, consumers also want that 

their data or information to be highly confidential. This area of data security and privacy is 

attracting many researchers as well as policymakers. To make consumers’ data secure at every 

software, the government is also taking some measures and has already framed guidelines for 

every company. This critical analysis of literature provides us details about data security and 

privacy. How are consumers concerned about their information safe?  

METHODOLOGY  

The researchers have taken online interviews with various respondents to know about 

data privacy issues. A cross-section of customers and consumers presented varied perspectives. 

“Data is not protected when I surf on the internet. I do sometimes feel uncomfortable by pop-ups that seek 

distracting information.” 

“ With so many technology gadgets suddenly when I get an unsolicited offer that I did not seek on my 

mobile, and it vaguely relates to what I was surfing on my laptop, I first  get confused, then eventually annoyed.” 

“This product that I was finding at a lesser price a little while back suddenly is now displaying a higher 

price, and the site somehow has my credit card credentials partially as if by default?” 

“Often, I am careful about surfing for niche products on sites I am not familiar with. The sites often are 

often not reliable on quality and price unless it is of a reputed brand.” 

“I have been regularly bombarded with daily messages from these diagnostic laboratories, though 

mercifully we all are keeping good health, I wonder who helps them pick up my credentials.” 

“You will not believe how this finance company keeps shooting loan availability and deposit rates to me 

day in and day out, not sure what the source of their belief is about me and my needs.” 
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 I always wonder since past two years how I keep getting this set of apartment availability flyers in my 

email id – though I have not visited any of the housing fairs.” 

“It is even astonishing that a few more colleagues of mine and I have been getting this insurance offer of one crore 

assurance for past many months, even mentioning my age!” 

“I am shocked as to how all these durables vendors perceive that I need to replace the washing machine at home, 

though it is thankfully working well in spit of more than seven years since our buying the same – suspicious” 

“It is the height of expectation that I get repeated mailers on this salwar attire targeted at my college-going 

daughter, though it is unlikely that we will buy such modern dress ever in the near future!” 

DISCUSSION AND FINDINGS 

The emerging key observations 

1. Privacy 

2. Intersection of e-commerce 

3. Services marketing 

4. Technology and Artificial Intelligence 

5. The interface of Social networks and governmental data regulations 

The perception and experience of users of the internet, such as the customers, consumers 

were studied, and a certain pattern of user experiences has been summarized in the paragraphs 

here. These are in relation to the outcomes coming from the literature study on data security and 

privacy presented above. A cross-section of users was studied in a sample study as a sequel.  

Privacy of the Data 

Consumers significantly feel that the data is not protected as private when they are out 

surfing on the internet, be it for goods, services, or information. While surfing and searching the 

internet, pop-ups, tracking, and asking for more data and more so often, the authenticity of the 

site has been a concern regarding the perception of consumer data security.  Consumers also feel 

that due to multiple gadgets in use and the focus on seeking information in surfing, often 

personal data is parted with to the detriment of one’s privacy. 

The Intersection of E-commerce 

On the same breath, customers felt, while surfing for e-commerce, the pop-ups, linkages 

to social networks, and the high-end Artificial Intelligence of the top e-commerce brands 

invariably and very quickly compromise the personal data privacy of the user. In e-commerce 

surfing, the quality and standing of the retailer or website matter and often decide the end 

assurance of quality or price. The brands do matter a lot, or else the quality and price are often 

not reassuring, and the customer gets to notice things often a bit late, in terms of bad quality or 

price reliability.  

Services-Related Data and their Security 

Customers expressed discomfort regarding the privacy of data once a customer negotiates 

or seeks various services. While the views on medical data lacking privacy are not explicitly 

forthcoming during the research, the unsolicited calls from health providers, banking companies, 

and insurance players have in the perception of the customers pointed to lack of privacy in 

respect of consumer data as reflected by the users we reached out.  
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Technology and Artificial Intelligence 

The users felt is a reason for their weakening security and diluting privacy: It emerges 

from the perception of the services users that technology and Artificial Intelligence is being used 

by the top brands to expose that the health data, purchase preferences are not being so private 

after all.  The risk outcome is customer data privacy and security are vulnerable. There is reason 

to believe by consumers that true caller technology and the astuteness of FMCG and top brands 

reach the aggregation of customer background needs and preferences to a wider audience and 

provide unwanted access to such aggregation.  

The Platform of Social Networks 

Customers noted, adds to the weakening of the security and wider privacy breaches felt 

by many of the customers. This big picture is very often facilitated by the linkage of social 

networks and website aggregated data analysis. As is noted by many customers, data marketing 

is taken to by agencies with the aid of these linkages, leading to the generation of unsolicited 

pointed offers to consumers, quite often tempting the consumer to different product-service 

offers than the one that they were looking for. The major e-commerce sites need to comply with 

governmental data and tax regulations and in the process capture personal private data, ironically 

in the process making the privacy of consumer data inadequate, for instance, PAN number, often 

ironically on higher-value purchases.  

CONCLUSION 

Based on the overall discussion, it can be concluded that data privacy issues are bothering 

the customers. The literature review helped to understand that customers’ data have been 

compromised on various platforms, and it leads to sharing of private data. The interviews 

validated the facts of the literature review that customers are finding it difficult when their data 

shared on various platforms. Social networks and e-commerce are making purchasing easy for 

customers, but they are getting unnecessary calls and emails because their data has been shared. 

The interconnection of data making the situation more difficult for the customers, and business 

managers need to understand it and behave responsibly. 

REFERENCES 

Acquisti, A., Brandimarte, L., & Loewenstein, G. (2015). Privacy and human behavior in the age of 

information. Science, 347(6221), 509-514. 

Acquisti, A., Taylor, C., & Wagman, L. (2016). The economics of privacy. Journal of Economic Literature, 54(2), 

442-92. 

Adjerid, I., Acquisti, A., Brandimarte, L., & Loewenstein, G. (2013). Sleights of privacy: Framing, disclosures, and 

the limits of transparency. In Proceedings of the Ninth Symposium on Usable Privacy and Security. 1-11. 

Barth, S., & De Jong, M.D. (2017). The privacy paradox–Investigating discrepancies between expressed privacy 

concerns and actual online behavior–A systematic literature review. Telematics and Informatics, 34(7), 1038-

1058. 

Bélanger, F., & Crossler, R.E. (2011). Privacy in the digital age: a review of information privacy research in 

information systems. MIS Quarterly, 1017-1041. 

Faison, E.W. (1977). The neglected variety drive: A useful concept for consumer behavior. Journal of Consumer 

Research, 172-175. 

Flavian, C., & Guinalíu, M. (2006). Consumer trust, perceived security and privacy policy: Three basic elements of 

loyalty to a web site. Industrial Management & Data Systems. 

Giraldo, J., Sarkar, E., Cardenas, A.A., Maniatakos, M., & Kantarcioglu, M. (2017). Security and privacy in cyber-

physical systems: A survey of surveys. IEEE Design & Test, 34(4), 7-17. 

Goldfarb, A., & Tucker, C.E. (2011). Privacy regulation and online advertising. Management Science, 57(1), 57-71. 

https://www.science.org/doi/abs/10.1126/science.aaa1465?cookieSet=1
https://www.science.org/doi/abs/10.1126/science.aaa1465?cookieSet=1
https://www.aeaweb.org/articles?id=10.1257/jel.54.2.442
https://dl.acm.org/doi/abs/10.1145/2501604.2501613?casa_token=_OX7IFBP6h0AAAAA%3AO588s1nBVbUE_Kf89DROOeo3XprZscNIb4CqheWSJ_aedhX0K93qQtF3HP-_aiuY5yQ-a1RBvRAn
https://dl.acm.org/doi/abs/10.1145/2501604.2501613?casa_token=_OX7IFBP6h0AAAAA%3AO588s1nBVbUE_Kf89DROOeo3XprZscNIb4CqheWSJ_aedhX0K93qQtF3HP-_aiuY5yQ-a1RBvRAn
https://www.sciencedirect.com/science/article/pii/S0736585317302022
https://www.sciencedirect.com/science/article/pii/S0736585317302022
https://www.jstor.org/stable/41409971
https://www.jstor.org/stable/41409971
https://www.jstor.org/stable/2488645
https://www.emerald.com/insight/content/doi/10.1108/02635570610666403/full/html
https://www.emerald.com/insight/content/doi/10.1108/02635570610666403/full/html
https://ieeexplore.ieee.org/document/7935369
https://ieeexplore.ieee.org/document/7935369
https://pubsonline.informs.org/doi/abs/10.1287/mnsc.1100.1246


 
 
Academy of Marketing Studies Journal                                                                                                            Volume 26, Issue 6, 2022 

 

                                                                                                   6                                                                     1528-2678-26-6-273 

Citation Information Kiran, P., Mohite, S.H., Nair, D.P., Chaudhary, N., Bala, K., & Meghrajani, I. (2022) Data privacy issues 
affecting the consumer behavior. Academy of Marketing Studies Journal, 26(6), 1-6. 

 

Hall, J.L., & McGraw, D. (2014). For telehealth to succeed, privacy and security risks must be identified and 

addressed. Health Affairs, 33(2), 216-221. 

Hong, W., & Thong, J.Y. (2013). Internet privacy concerns: An integrated conceptualization and four empirical 

studies. Mis Quarterly, 275-298. 

Indexed at, Google Scholar, Cross Ref 

Kambourakis, G. (2013). Security and Privacy in m-learning and beyond: Challenges and State-of-the-

art. International Journal of u-and e-Service, Science and Technology, 6(3), 67-84. 

Kehr, F., Kowatsch, T., Wentzel, D., & Fleisch, E. (2015). Blissfully ignorant: the effects of general privacy 

concerns, general institutional trust, and affect in the privacy calculus. Information Systems Journal, 25(6), 

607-635. 

King, N.J., & Raja, V.T. (2012). Protecting the privacy and security of sensitive customer data in the 

cloud. Computer Law & Security Review, 28(3), 308-319. 

Kokolakis, S. (2017). Privacy attitudes and privacy behaviour: A review of current research on the privacy paradox 

phenomenon. Computers & Security, 64, 122-134. 

Kumar, A., & Ayedee, N. (2018). Social media tools for business growth of SMEs. Journal of Management, 5(3), 

137-142. 

Kumar, A., & Ayedee, N. (2021). An interconnection between COVID-19 and climate change problem. Journal of 

Statistics and Management Systems, 24(2), 281-300. 

Kumar, M. (2019). Sustainable development in SMEs through social media channels. Sustainable Development in 

SMEs Through Social Media Channels. 9, 6:1066-1075 

Kumar, M. (2020). Effective Usage of E-CRM and Social Media Tools by Akshay Kumar: Most Prolific Bollywood 

Actor of Last Decade. International Journal of Management (IJM), 11(2). 

Kumar, M., & Ayedee, D. (2021). Technology Adoption: A Solution for SMEs to overcome problems during 

COVID-19. Forthcoming, Academy of Marketing Studies Journal, 25(1): 1-16. 

Kumar, M., Ayedee, D., & Gupta, D. (2020). Xiaomi’s journey in India: A roller coaster ride. International Journal 

of Management (IJM), 11(3). 

Kumar, M., Syed, D., Ali, A., & Pandey, D. (2021). How adoption of online resources can help Indian SMES in 

improving performance during covid-19 pandemic. Test Engineering and Management Journal." 83: 3394-

3400. 

Martin, K.D., & Murphy, P.E. (2017). The role of data privacy in marketing. Journal of the Academy of Marketing 

Science, 45(2), 135-155. 

Martin, K.D., Borah, A., & Palmatier, R.W. (2017). Data privacy: Effects on customer and firm 

performance. Journal of Marketing, 81(1), 36-58. 

Mittal, A. (2013). E-commerce: It’s Impact on consumer Behavior. Global Journal of Management and Business 

Studies, 3(2), 131-138. 

Park, Y.J. (2013). Digital literacy and privacy behavior online. Communication Research, 40(2), 215-236. 

Rubinstein, I. (2012). Big data: The end of privacy or a new beginning? International Data Privacy Law (2013 

Forthcoming), NYU School of Law, Public Law Research Paper, (12-56). 

Schiffman, L.G., Kanuk, L., & Hansen, H. (2012). Consumer behaviour: a European outlook. Harlow. 

Smith, H J., Dinev, T., & Xu, H. (2011). Information privacy research: an interdisciplinary review. MIS Quarterly, 

989-1015. 

Spiekermann, S., Acquisti, A., Böhme, R., & Hui, K.L. (2015). The challenges of personal data markets and 

privacy. Electronic Markets, 25(2), 161-167. 

Tucker, C.E. (2014). Social networks, personalized advertising, and privacy controls. Journal of Marketing 

Research, 51(5), 546-562. 

Zhang, K., Yang, K., Liang, X., Su, Z., Shen, X., & Luo, H.H. (2015). Security and privacy for mobile healthcare 

networks: from a quality of protection perspective. IEEE Wireless Communications, 22(4), 104-112. 

Zhou, M., Zhang, R., Xie, W., Qian, W., & Zhou, A. (2010). Security and privacy in cloud computing: A survey. 

In 2010 Sixth International Conference on Semantics, Knowledge and Grids. 105-112. IEEE. 

 

 

 

Received: 16-Aug-2022, Manuscript No. AMSJ-22-12460; Editor assigned: 18-Aug-2022, PreQC No. AMSJ-22-12460(PQ); Reviewed: 

01-Sep-2022, QC No. AMSJ-22-12460; Revised: 13-Sep-2022, Manuscript No. AMSJ-22-12460(R); Published: 20-Sep-2022 

https://www.healthaffairs.org/doi/abs/10.1377/hlthaff.2013.0997
https://www.healthaffairs.org/doi/abs/10.1377/hlthaff.2013.0997
https://www.jstor.org/stable/43825946
https://www.jstor.org/stable/43825946
https://www.worldcat.org/title/8974649478
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=An+Interconnection+between+COVID-19+and+Climate+Change+Problem&btnG=
https://doi.org/10.1080/09720510.2021.1875568
https://www.icsd.aegean.gr/publication_files/196183929.pdf
https://www.icsd.aegean.gr/publication_files/196183929.pdf
https://onlinelibrary.wiley.com/doi/abs/10.1111/isj.12062
https://onlinelibrary.wiley.com/doi/abs/10.1111/isj.12062
https://www.sciencedirect.com/science/article/abs/pii/S0267364912000556
https://www.sciencedirect.com/science/article/abs/pii/S0267364912000556
https://www.sciencedirect.com/science/article/pii/S0167404815001017
https://www.sciencedirect.com/science/article/pii/S0167404815001017
https://iaeme.com/MasterAdmin/Journal_uploads/JOM/VOLUME_5_ISSUE_3/JOM_05_03_017.pdf
https://www.tandfonline.com/doi/abs/10.1080/09720510.2021.1875568
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3720790
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3553128
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3553128
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3745814
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3745814
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3568350
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3716696
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3716696
https://link.springer.com/article/10.1007/s11747-016-0495-4
https://journals.sagepub.com/doi/full/10.1509/jm.15.0497
https://journals.sagepub.com/doi/full/10.1509/jm.15.0497
https://d1wqtxts1xzle7.cloudfront.net/52306017/e_commerce_supporting_mat-with-cover-page-v2.pdf?Expires=1661333752&Signature=M4HLGwWTb~0Xj7LQ2zpsQgy2TjqWi7dIvt8IMVTcKKTLwNZeIzCX6H5Lrp1lx4S7xpARGu2iDRpc2K8OuyCYi4OInpMMX9bQuALICP70iuU2ibgZ2excdz4ARQU1-jFzOkkiIwJhwfjHHVNGHQI8ARJ82NI4maBaLGib3YwaA5rYx5KXzrkXn-b1J7XCQ4wPTg5HOFUYVTUoyJxUV6y4HPPC4AZkyDwvV8dNeFYkXlUgT58Bztyj-tjSvQ97VGjEaz32PDILffLwqP7gSRqINggZa0OxN14dSGc9~mytL~48Gkcl7KHygcfF9VS8EEKOVXLdLwbdvGndXEtPafDpqw__&Key-Pair-Id=APKAJLOHF5GGSLRBV4ZA
https://journals.sagepub.com/doi/abs/10.1177/0093650211418338
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=Big+Data%3A+The+End+of+Privacy+or+a+New+Beginning%3F&btnG=
https://scholar.google.com/scholar?hl=en&as_sdt=0%2C5&q=Information+Privacy+Research%3A+An+Interdisciplinary+Review&btnG=
https://link.springer.com/article/10.1007/s12525-015-0191-0
https://link.springer.com/article/10.1007/s12525-015-0191-0
https://journals.sagepub.com/doi/abs/10.1509/jmr.10.0355
https://ieeexplore.ieee.org/abstract/document/7224734/
https://ieeexplore.ieee.org/abstract/document/7224734/
https://ieeexplore.ieee.org/abstract/document/5663489/

